Alternative Work Arrangement

Agreement Dated {Date}
Between

{Name of Employee & Job Title}
And

{Department Name and Supervisor Name}
Effective:  {Begin Date to End Date}
Reassessed at 6 month interval including option to discontinue this arrangement with at least 60 days’ notice

General guidelines for Alternative Work Arrangements are found in 

VANDERBILT UNIVERSITY MEDICAL CENTER HUMAN RESOURCES POLICIES AND PROCEDURES SUBJECT: ALTERNATIVE WORK ARRANGEMENTS POLICY

Additional guidelines the Department and the Employee agree upon are as follows:

Job Title
Job Duties

Production Measures – (Detail task list and expected performance levels with guidelines for measuring performance)
Provide information on how performance will be measured in this section

Reports To (Define reporting relationship for work assignments, performance review, time reporting, leave time request, etc.)
Leave reporting will be completed through the appropriate recordkeeping system (e.g., Kronos, ETO).
Leave time requests will be emailed to the supervisor in advance of need.
Immediate Supervisor:  {name}
Administrative Leader- {name}
Schedule​/Status – (Specify schedule work-week including time at remote location) 
Employee will work {X} hours per week
Expected time at Vanderbilt worksite:  {specify or state as needed}
 ​

Contact information - (Home Office Address and Phone Number and Emergency Information)
Home Office Address: 
Telephone:

Emergency Contact (Name, Address, Phone #):
Remote office arrangements

Employees that are at a work station other than a Vanderbilt University Medical Center facility are responsible for having a designated work area. Such employees that require work home adjustments are responsible for any costs related to remodeling and the initial setup of designated workspace. Tax implications related to the off-site work area are the responsibility of the employee, and is advised to consult a tax professional.  Reference should be made to the Guidelines of the Alternative Work Arrangement Policy held on Policy Tech.

Safety

Any work-related accident, injury, or illness which occurs while working from a remote location should be reported immediately to the employee's supervisor so that a first report of injury can be completed. Reference should be made to the guidelines at the following link: VUMC Workers Compensation /​​
Equipment, Computer Access/Security and Technical Support

· Employees using their personal equipment are responsible for any loss, damage or wear to the personal equipment. Employees are also responsible for taking precautions so that only authorized individuals can gain access to any confidential or restricted VUMC information that is stored or accessed from their computer.  
· If the equipment is provided by Vanderbilt University Medical Center, the employee agrees that the use of the equipment, software, data and supplies provided by the department is limited to authorized persons and for Vanderbilt University Medical Center business related purposes only, in accordance with the “Alternative Work Arrangement Policy”. 
· Employees must take the necessary precautions so that unauthorized individuals (i.e. spouse, children, friends, colleagues, and others) cannot view confidential information that appears on the screen when using the system.
· Employees must not share their passwords or SecurID token (if they have one) with anyone else.  Lost or stolen tokens should be immediately reported to the Systems Access and Maintenance Team at VUMC Helpdesk  (615) 343-4357.
· Employees are responsible for the proper disposal of confidential information. Any printed documents containing confidential information must be returned to Vanderbilt University Medical Center for proper disposal in a shredder bin or shredded by the employee using his or her own shredder. Documents that are to be returned to Vanderbilt University Medical Center for shredding must be stored in a locked drawer until they are transported and must be secured during transportation.
· The employee agrees to abide by software licensing and security agreements.
· The following security measures must be installed on the employee’s computer:

a. The current version of the VUMC approved anti-virus software.  For more information on how to download this free software, contact VUMC IT Help Desk.  
b. A host-based firewall included on the recommended list maintained by the Network Security Team.  A list of the recommended firewalls can be found by contacting VUMC IT Helpdesk.
· Employees are responsible for making sure the antivirus software and signature files are kept up-to-date on the computer that they are using.  For more information connect with VUMC IT Help Desk.
· Employee will use Vanderbilt University Medical Center Approved VPN, secure remote access which has been approved by Vanderbilt University Medical Center IT.

· Employee will continue to store all files on Vanderbilt server and not on the desktop and will use the appropriate VUMC VPN client for connections.

· Employees do not have any rights or ownership interests in any confidential or restricted information belonging to VUMC and must appropriately dispose of any information of this type that may be stored on their personal computer once they are no longer employed by or associated with VUMC.  If you have any questions concerning whether information on your computer is confidential or restricted, please contact the Privacy Office at (615) 936-3594.
Costs and Expenses 

Note what the employee will provide; what the department will provide – Computer, printer, fax, software, supplies, etc.  Also, specify how costs will be handled, e.g., billed to the department or expensed.  Examples below:
Employee will provide desk and chair

Employee will provide designated office space in the home

Department will provide computer, screen, mouse, and speakers

Department will provide a printer and scanning machine

Department will provide webcam for face timing meetings.

Department will provide standard office supplies – paper, printer cartridges, labelings supplies, etc.

There will be no initial additional expenses as I plan to take my computer and needed supplies from the lab.
Going forward, employee will order office supplies through eProcurement and have delivered to home address. All orders will be reviewed and approved by {name and job title}
Should the alternate work arrangement be discontinued, all Vanderbilt University Medical Center equipment and supplies must be returned within in one week of that date.  Returned equipment and supplies will be at the expense of the department.

Additional Conditions:

(Such as; travel, production reports, etc.)

Example:  Employee will drive from home to Vanderbilt and submit mileage expenses.

Benefits:  

All standard Vanderbilt University Medical Center employee benefits are provided to this position in accordance with Vanderbilt University Medical Center policies and based on hours worked, accrual earnings, etc.

I have read and understand the Alternative work Arrangement, and agree to abide by the terms listed herein. I also understand that the terms and conditions of employment that apply at Vanderbilt University Medical Center also apply in this arrangement.  Thus, I agree that, among other things, I am responsible for establishing specific work hours, having a designated work area, using appropriate safety and security measure and protecting Vanderbilt’s assets, information and systems.  This work arrangement is also subject to the terms of Vanderbilt University Medical Center’s Conflict of Interest Agreement and Confidentiality Agreement.  I understand that I will still be required to abide by VUMC Policies while working an alternative work arrangement. 
I also understand that Vanderbilt University Medical Center has the right and may, at any time, change any or all of the conditions of this arrangement.

____________________________________________

Employee’s Signature, Date

____________________________________________

Supervisor’s Signature, Date

____________________________________________

Administrative Officer, Date

____________________________________________

Chief Business Officer, Date

