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The Ping Adoption Team Welcomes You !

Please type in the following information in the chat window

If are a VUMC Employee: 

Name, VUnetID, Department, Application Name

If you are a Vendor :

EmailAddress, VUMC Contact, Application Name 
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Overview

Introduction : The Ping Adoption Team.

Central Authentication Service Retirement : 

• Administered by University

• Servers to be retired this year

• Target : Migrate all VUMC integrations to VUMC Ping by October 30th 2019

Presentation Contents:

• Options

• Migration Plan

• Next Steps

• Questions

If are a VUMC Employee (please type in the chat window): 

Name, VUnetID, Department, Application Name

If you are a Vendor (please type in the chat window):

EmailAddress, VUMC Contact, Application Name
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Action Required !
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Options based on your 
answers to the survey 

questions.
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Option A 
SAML Integration

Vendor Application

SAML Compliant

If are a VUMC Employee (please type in the chat window): 

Name, VUnetID, Department, Application Name

If you are a Vendor (please type in the chat window):

EmailAddress, VUMC Contact, Application Name
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CAS
VUMC Ping

Your 
Application

PingFederate Team will create the 

new integration in VUMC PING 

Point to new VUMC 

Ping Integration and 

import cert on 

migration date

If are a VUMC Employee (please type in the chat window): 

Name, VUnetID, Department, Application Name

If you are a Vendor (please type in the chat window):

EmailAddress, VUMC Contact, Application Name



Information Technology

OPTION B
Apache Integration

Application hosted/fronted by Apache Webserver

Access to Apache Webserver administrator resources 

If are a VUMC Employee (please type in the chat window): 

Name, VUnetID, Department, Application Name

If you are a Vendor (please type in the chat window):

EmailAddress, VUMC Contact, Application Name
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VUMC Ping
Apache Web 

Server

OPTION B

PingFederate 
Apache Agent

OpenToken
Adapter

Current

New

CAS
Your 

Application

Your 
Application

Installed and configured by 

Apache web server admin
The PingFederate team will add an 

OpenToken adapter to the 

application configuration

If are a VUMC Employee (please type in the chat window): 

Name, VUnetID, Department, Application Name

If you are a Vendor (please type in the chat window):

EmailAddress, VUMC Contact, Application Name
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OPTION C
OpenToken Adapter

Home grown application, not hosted on an Apache Webserver

Limited access to Apache Webserver administrator resources 

Developer resources to make code changes available

If are a VUMC Employee (please type in the chat window): 

Name, VUnetID, Department, Application Name

If you are a Vendor (please type in the chat window):

EmailAddress, VUMC Contact, Application Name
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OPTION C

Your 
Application

CAS

VUMC Ping

OpenToken
Adapter

Your 
Application

Current

New

CAS Client

Ping Client

Your application will have to be modified to read an 

OpenToken (possibly using a PingFederate api, 

depending on your application) The PingFederate team will add an 

OpenToken adapter to the 

application configuration

If are a VUMC Employee (please type in the chat window): 

Name, VUnetID, Department, Application Name

If you are a Vendor (please type in the chat window):

EmailAddress, VUMC Contact, Application Name
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If are a VUMC Employee (please type in the chat window): 

Name, VUnetID, Department, Application Name

If you are a Vendor (please type in the chat window):

EmailAddress, VUMC Contact, Application Name

Please Respond to the survey by May 24th

Our recommendation will depend on the answers.

You will be invited to technical sessions tailored for your 
recommended option.

Sessions begin in June
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Migration Plan
Phase Duration Comments
Batch Sign Up Phase

New batch every 6 weeks

1 business week Email communication to all participants, with 
information on SignUp Sheet and Questionnaire.

Starts on a Monday.

10 spots per batch

First batch sign up starts June 3rd 2019

Batch Freeze Close of Business on that Friday. First batch sign up freeze, 5PM June 7th 2019

Testing Phase 4 weeks Testing Phase Starts : June 10th

VUMC IT Ping Team works with your technical 
resources.

Office Hours for the batch starts June 3rd :

Monday : 1:00 PM – 3:30 PM

Wednesday : 1:00 PM – 3:30 PM

Testing sign off Friday Close of Business. Testing sign off for first batch July 5th 2019

Production Go Live touchbase Wednesday after Testing Sign off Production Go Live touchbase for the first batch July 
10th 2019

Wednesday : 1:00 PM – 3:30 PM ( repurpose the 
Wednesday office hours)
- Choosing the production go live slot

Production Go Live The Monday of next week. Production Go Live for the first batch July 15th 2019
10 AM – 12 PM
6 PM – 8 PM
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If are a VUMC Employee (please type in the chat window): 

Name, VUnetID, Department, Application Name

If you are a Vendor (please type in the chat window):

EmailAddress, VUMC Contact, Application Name

Save this link: 

https://www.vumc.org/enterprisecybersecurity/vumc-
pingfederate

You can reach us at VUMCPingAdoption@vumc.org

https://www.vumc.org/enterprisecybersecurity/vumc-pingfederate
mailto:VUMCPingAdoption@vumc.org
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Questions ?
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THANK YOU !

Please don’t forget to provide the  following information in the 
chat window

If are a VUMC Employee: 

Name, VUnetID, Department, Application Name

If you are a Vendor :

EmailAddress, VUMC Contact, Application Name 


