Cybersecurity At home

Use strong passwords and a password manager
- long, random, unique, and include all four-character types (uppercase, lowercase, numbers, and symbols).

Turn on Multifactor Authentication (MFA)
- For all your online accounts that offer it, especially email, social media, and financial accounts.

Recognize & report phishing
- Be cautious of unsolicited emails, texts or calls asking for personal information.

Update software
- Ensuring your software is up to date is the best way to make sure you have the latest security patches and updates on your devices.